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ΠΟΛΙΤΙΚΗ ΑΣΦΑΛΕΙΑΣ ΠΛΗΡΟΦΟΡΙΩΝ 

 

Η IASIS TECHNOLOGIES IKE, ανταποκρινόμενη στις απαιτήσεις της σύγχρονης επιχειρηματικής πραγματικότητας και 

στοχεύοντας στην προστασία της πληροφορίας που διαχειρίζεται, αποσκοπώντας πάντα στην απρόσκοπτη και 

υποδειγματική εξυπηρέτηση των Πελατών της μέσω της διατήρησης της εμπιστευτικότητας, της διαθεσιμότητας και 

της ακεραιότητας της πληροφορίας, αποφάσισε να σχεδιάσει και να εγκαταστήσει ένα Σύστημα Διαχείρισης 

Ασφάλειας Πληροφοριών σύμφωνα με τις απαιτήσεις του Διεθνούς Προτύπου ISO 27001:2022.  

 
Το Σύστημα Διαχείρισης Ασφάλειας Πληροφοριών της Εταιρείας καλύπτει: 

▪ Εμπορία, Διανομή και Τεχνική Υποστήριξη Διαγνωστικών Ιατρικών Συσκευών που χρησιμοποιούν 
Ιονισμένη και μη Ιονισμένη Ακτινοβολία. 

▪ Σχεδιασμός, Κατασκευή, Πώληση, Εγκατάσταση και Υποστήριξη Λογισμικού και Συστημάτων 
Αρχειοθέτησης και Ανασκόπησης Εικόνων.  

 
Οι βασικοί στόχοι, έτσι όπως αυτοί εκφράζονται μέσα στις διαδικασίες του Συστήματος Διαχείρισης Ασφάλειας 

Πληροφοριών της εταιρίας, είναι: 

➢ Η διασφάλιση της εμπιστευτικότητας, της ακεραιότητας και της διαθεσιμότητας των πληροφοριών που 

διαχειρίζεται, περιλαμβανομένων των προσωπικών δεδομένων. 

➢ Η εξασφάλιση της ορθής λειτουργίας των πληροφοριακών συστημάτων. 

➢ Η έγκαιρη αντιμετώπιση περιστατικών που είναι δυνατόν να θέσουν σε κίνδυνο τις επιχειρησιακές της 

λειτουργίες. 

➢ Η ικανοποίηση των νομοθετικών και κανονιστικών απαιτήσεων. 

➢ Η συνεχή βελτίωση του επιπέδου Ασφάλειας Πληροφοριών. 

 

Το σύστημα της εταιρίας ανασκοπείται σε τακτά χρονικά διαστήματα από τη Διοίκηση, προκειμένου να 

προσαρμόζεται στις νέες ανάγκες και εξελίξεις της αγοράς, στις νομοθετικές απαιτήσεις, αλλά και στην επίτευξη 

του στόχου για την ασφάλεια της πληροφορίας της εταιρίας. 

Η Διοίκηση δεσμεύεται στη διάθεση της υποδομής και του εξοπλισμού που κρίνεται απαραίτητη για την υλοποίηση 

των εργασιών της. Κάθε εργαζόμενος είναι υπεύθυνος να ανταποκρίνεται, να αφομοιώνει και να εφαρμόζει τις 

διαδικασίες που απαιτεί το Σύστημα Διαχείρισης Ασφάλειας Πληροφοριών μέσα από τις καθημερινές 

δραστηριότητες του. Για το λόγο αυτό όλοι οι εργαζόμενοι, ανάλογα με τις αρμοδιότητές τους, ενημερώνονται 

σχετικά με το Σύστημα και ενεργούν αποδεδειγμένα σύμφωνα με τους καθορισμένους κανόνες. 

Η Πολιτική Ασφάλειας Πληροφοριών είναι κοινοποιημένη, κατανοητή και εφαρμόσιμη από το σύνολο του 

ανθρώπινου δυναμικού, με απώτερο σκοπό τη συνεχή, σταθερή ανάπτυξη της επιχειρηματικής δραστηριότητάς 

της, με αταλάντευτη προσήλωση στις αρχές της και τη διαρκή προσφορά στους πελάτες της προϊόντων και 

υπηρεσιών αρίστης ποιότητας. Ανασκοπείται σε τακτά χρονικά διαστήματα με στόχο τη συνεχή εναρμόνισή της με 

τις συνθήκες της αγοράς, τις τεχνολογικές εξελίξεις και την κείμενη νομοθεσία. 

Διαδικασίες, ροές και ενέργειες, οι οποίες δεν εγγυώνται την εκπλήρωση των στόχων που έχουν τεθεί, 

διακόπτονται άμεσα από τους υπεύθυνους, διεξάγονται αναλύσεις αιτιών και ορίζονται τα απαιτούμενα μέτρα 

βελτίωσης. 

Επικεφαλής Επιχειρησιακός 

 Διευθυντής                                                                                                                                                  Θεσσαλονίκη, 

Βασίλειος Φούρναρης                                                                                                                                  21/10/2025                                                                                                                          

 

 


